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Final Decomposition Number 1

ω

σ

ϕ �

ν1ν0

I�

α

� Multiplication in F
2

4

α Linear permutation

I Inversion in F
2

4

ν0,ν1,σ 4 × 4 permutations

ϕ 4 × 4 function

ω Linear permutation
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Caught the a�ention of the community: I gave many invited talks on

this topic.
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